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CONSENT TO THE PROCESSING OF PERSONAL DATA 

“Publishing photos from events on social media” 

 

As a parent of the data subject who is under the age of 16 years, I hereby declare that I explicitly give my 
consent to process personal data of my child. 
 

At the same time, I confirm that the consent to process personal data of my child is a freely given, specific, 

informed, unambiguous indication of my and my child’s wishes, and prior to giving consent I have familiarised 

myself and my child to the extent possible and beneficial with the following information: 

 

Which personal data are being processed? 

If you, as a parent of the child, give this consent, the controller may process photograph and/or audio-visual 

images of your child. 

 

What is the purpose of processing and its legal basis? 

We will process the personal data of your child by taking photographs and audio-visual recordings, which are 

used for the purpose of promotion of our events and services and to help us improve our brand and goodwill by 

publishing the photographs (where it is possible that your child will appear) and audio-visual recordings on our 

social media profiles such as YouTube, LinkedIn, Facebook, Twitter and Instagram, as well as via other channels 

such as our websites. 

Since your child is under the age of 16 years, such processing can only be processed if you, as the parent, have 

given your consent. The legal basis of personal data processing is your freely given consent on behalf of your 

child. The consent is given voluntarily, therefore if you do not wish to have such personal data of your child 

processed, you do not have to give this consent.  

 

What rights do data subjects have regarding the processing of their personal data? 

You need to be aware that the exact terms of exercising individual rights are regulated in Chapter III of the 

Directive and might not be applicable in each specific situation. 

 

• The right to access 

• The right to rectification 

• The right to erasure 

• The right to the limitation of processing operations 

• The right to personal data portability 

• The right to withdraw consent 

• The right to lodge a complaint with a supervisory authority 

 
For more information about how the controller processes personal data, please visit the following website: 

https://hbreavis.com/uk/privacy-notice/ 

 
 

  

https://hbreavis.com/uk/privacy-notice/
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ADDITIONAL INFORMATION REGARDING THE CONSENT TO PROCESS PERSONAL DATA 

 

Who will the personal data be provided to? 

The personal information of data subjects is subject to strict protection by the controller. The controller shall not 
use the data subject's personal data for purposes other than those specified above. When using the data for 
these purposes, the controller can only provide the data subject's personal data to verified suppliers of 
technologies, IT and marketing services used by the controller, and only within the scope necessary to fulfil their 
contractual obligations towards the controller and if due protection of the personal data is ensured. 
 

How does the controller handle the personal data of data subjects? 

Whereas, for the controller, the protection and care of the data subject's personal data is of the utmost 

importance, the controller has adopted suitable security measures to protect the data subject's personal data 

from destruction, loss, unauthorised disclosure and other inadmissible forms of processing. Such measures 

involve, in particular, the use of encryption, hashing and recording techniques, the application of 

pseudonymisation or the anonymisation of data (if possible), as well as the ability to ensure the ongoing 

confidentiality, integrity and resilience of processing systems and the use of a process for regularly testing, 

assessing and evaluating the effectiveness of technical and organisational measures for ensuring the security of 

personal data.  

 

Your personal data are being processed exclusively in the territory of the United Kingdom of Great Britain and 
Northern Ireland and other member states of the European Union. Your personal data may be processed in a 
country outside the European Union only if the European Committee has confirmed that this country provides an 
adequate level of personal data protection, or if other appropriate safeguards to protect personal data exist (e.g., 
binding corporate rules or standard EU contractual clauses on personal data protection). 
 
How long do you process personal data of my child? 

The controller processes the personal data of data subjects only for the period of validity of their consent. If data 

storage is no longer necessary to achieve the purpose of the processing, the controller will no longer store such 

data and will delete the data once their purpose has been served.  

 
What rights do data subjects (or their parents) have in the processing of personal data? 

The rights of the data subject with regard to his/her personal data are specified below. If the data subject wishes 

to exercise his/her rights or wants to obtain more information about them, he/she can contact the controller using 

the contact details provided below. You need to be aware that the exact terms of exercising the individual rights 

are regulated in Chapter III of the Directive, and they might not be applicable in each specific situation. 

When someone wishes to exercise his/her rights, the controller may first demand additional information to 

confirm the identity of the person exercising such rights. 

 

• The right to access 

 The data subject shall have the right to access information about his/her personal data that is processed 

by the controller. Should the data subject have any questions pertaining to processing (e.g., its purpose, 

the categories of data being processed, the retention period, their rights, etc.), he/she can contact the 

controller using the contact information provided below. 

 

• The right to rectification 

 The data subject shall have the right to request from the controller, without undue delay, the rectification of 

inaccurate personal data concerning himself/herself. The data subject shall also have the right to have 

incomplete personal data completed, including by means of providing a supplementary statement. 

 

• The right to erasure 

 The data subject shall have the right to request from the controller permanent erasure of his/her personal 

data. The data subject may exercise this right, for example, when he/she assumes that the personal data 

is no longer necessary for the purpose for which they were collected or following a withdrawal of the 

consent to process personal data.  

 

• The right to the limitation of processing operations 

The data subject shall have the right to request from the controller a limitation of personal data processing 

activities, for example, when the controller no longer needs the personal data but they are needed by the 

data subject for legal purposes. 
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• The right to personal data portability 

The data subject shall have the right to receive the personal data concerning himself/herself in a structured, 

commonly used and machine-readable format and to have the data transmitted to another controller. It 

should be noted that the data subject shall have the right to transmit personal data to another controller 

only if it is technically feasible. Due to the specific technology through which the data subject's data are 

processed, the controller is unable, in general, to transfer some data outside the given technical system.  

 

• The right to lodge a complaint with a supervisory authority 

Should the data subject wish to lodge a complaint related to the processing of personal data by the 

controller, he/she may lodge a formal complaint with a supervisory authority. You can find your local 

supervisory authority at:  

 

How can a data subject withdraw his/her consent? 

The data subject shall have the right to withdraw his/her consent at any time during its validity using the URL sent 

to him/her when granting the consent.  

 

The withdrawal of the consent shall not affect the lawfulness of personal data processing based on the consent 

given prior to its withdrawal. 

 

The controller’s contact information 

Should you have any questions regarding the personal data processing by the controller or wish to exercise any of 

the data subject’s rights, you can contact the controller as follows: Level 7 of 33 King William Street, London, EC4R 

9AS, United Kingdom, at hands of: legal department, email address: dataprivacy@hbreavis.com. 

 

Contact details of the Data Protection Officer 

In relation to the performance of its duties, the controller has appointed a Data Protection Officer, whom you can 

contact in case of any questions. The controller’s Data Protection Officer is Erika Wild, contact address Twin City 

C, Mlynské Nivy 16, 821 09 Bratislava, email address: dataprivacy@hbreavis.com, phone number: +421 918 

723 243. Or you can file a complaint in supervising authority regarding the processing of your personal data. Contact 

details of supervisory authority may be found at: https://www.gov.uk/data-protection/make-a-complaint  

 

https://www.gov.uk/data-protection/make-a-complaint

